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1. Ui

Tagtulsmenuiatingeswnnlaiimaluladasawmanilglunisiuyseansanlunisuims

o

fannsneluasdng uazdrusanuazmnlunsliuinisussrvuanndeiy dwaliddeyaasaume
Husiuauunn 9 Feyafiuguresiiuuinns deyausy Himsdnu Uszinisuien deyanistanane
yufedoyadlianedng q dedruduteyaifauddgonisnsununssnm maimuosdng uas
NsUSMIsInnstuaueang o agnslsinnu ssuumaluladansauneealasuaudemeainnislaui
Youy v Ten Wy hifareuiames n1slaufme Ransomware N5 sEUUTyaasaumng SeNUanI
s533uT1R sedladedy 4 nanmelusazneuenesdns fwenereliiianansenusenisliuinig

Usenvu kagnsaduauusdlsang1ua

aanu diedunistesiusasuilalgmiionaintu Fsdianudnludesdnriunudfudeya
ansauna lnslangguteyadidgvedsangiuia (Hospital Information System - HIS) lianunsa
nauxdniunslanuunilaeisingn Weannansznusian1sliusnswazdeyaiid1Ayvedlsime1uia

2. InQuszasA

\ieNAUIEUY Hospital Information System (HIS) wazu3nisiddaylvinduanldaulaniuuni

o

pg195n5 Azl

2.1 fifuszuu: dAusyuu HIS, grudeya uasiedosiledfalianunsavhauldausesunai
muuald (RTO: Recovery Time Objective)

2.2 Untlestieya: Srimsanudemeiiietestumsgymeviogninansvesdeyastasuas
Joyad1Aguedlsang1ua

2.3 AARANIZNU: AANANTENUADNITIAUIAINIINISENNELaz nsatiusuvedlssweuiald
waetiosiian

2.4 YfuRaunguang: Jestuanudgmenisngranegionafinduainnsasiatoyadiuynna
3. VBULUA
LHUTATOUARUNITINNITMANITAL Ransomware TidaNansenusa:

3.1 HIS Server: 713 Application Server, Database Server Wag Storage

3.2 5¥UUA38Y1e: Network Infrastructure, Firewall wagaunsaiiouse

3.3 1p399 Client: n3pIRNNILARsNITluMNENWAIS 9 Wi OPD, IPD, e, esufunns,

LAEVIDIRNLAY U8

Inemsaunauiensdifl Server gnlauflaenss wagnsaifl Client JugnalEusurenIsunsszun



4. MIIATIZRAMUFIAYVDITZUY

4.1 HIS Server (Application + Database):
- szaumudAny: Critical
- RTO: < 6 Halus (WhmanglumsiAuszudlindusnyhaule)
- RPO: < 1 3u (wnglunisgensunmsandedeyadign)
4.2 Network/Firewall:
- szaumudAny: Critical
- RTO: < 3 4alu9
- RPO: N/A
4.3 Client PC (OPD, IPD, #o4&):
- sgeuANANALY: High
- RTO: < 8 $4lad
- RPO: N/A

5. 4MM5A15U89NUA91UN (Pre-Emptive Measures)
nstesiuniivssansamdumladidalunisanninuides

5.1 ﬂa&mémiﬁﬁaﬁaga (Backup Strategy)
- Daily Backup: ¥iinsdsesdioyariamunves HIS Server nifu Tugiidaufiu Onsite was
Offsite/Cloud
- Daily Offline Backup: msdnsestoyauuusenlayniu dsliamnsadniisldan
\3evnemndn iielesfunisidisaain Ransomware Tneiamny
- Immutable Backup: ldnalulad Immutable Storage fvlldanunsoudlavioauld
dsesle
5.2 ANUADAAYITUULATUY
- Network Segmentation: wiain3evnenelusenidudiuges o wu w3evigdmsu
Server, 138Y1ed MU Client, WA3YLEMTUUNTAINIINITLINE osianIs
WWINIZAVDLTALIT
- Firewall & IDS/IPS: 14 Firewall fifimsdangegnadiuna uagfads Intrusion
Detection/Prevention System (IDS/IPS) Litensiaduuazilesiunisyngn.
5.3 n15U8sriU Endpoint (Endpoint Protection):
- fiaRe Antivirus/EDR (Endpoint Detection and Response) UuATaY Client way Server

A
NALATBN

q

- Patch Management: niludunnszuuluiinisuazuauniintusgwadiausiioan

FIUINUANLUADANY



5.4 N3ANANUATENTNS:

- dnevsulianuiunyaainsegvseiiaafedfiudeanaumsleues wu Phishing uag
duns18a1INN5ITaUnTel USB

6. %’umaumsﬁﬁuizw (Recovery Process)

WHUNNS)ANTZUUATHUINNA TN IMANInTIaNy W liunuansasulieliegnemng,
waziluszuy

6.1 n3ei HIS Server gnlaydlagnss
ASURAYeUVAN: Wnthiemalulagansaume
1. mMsfnfuwazysedivaniunisel (Containment & Assessment)

-dl v A d‘ Y ¥ 1 a Y v 4‘ 1
- ATIINULATUENLATDITUN: WIalasuudadn HIS Server Qﬂiﬁ]ll@ T udnn1sieune

A 1 gj dll (% |
29NNLATDVILYNNNA (Dana1e LAN) oo unISLNINIZANBUDY Ransomware

- Usgmaliszuudises: wdsuimsuasldnunieitewiunliuasullivuneu
A9Y1191ULUU Manual Process Wi nmMsuuininesyideunseany

- Yssiliuanudenie: #59aauinszuuliinisse VM danudemesyaule
(wu Indgnidnsia, OS lalanunsayals) Wiedndulawwimenmsgfuivangauian

2. m':?lm%smmﬁfjﬁuiwu (Recovery Preparation)

- davasediui: Fanesednidnglrindauaudaiiemensoasn Virtual
Machine (VM) Tusiuuszuu Hyper-Converged Infrastructure (HCI)

(% %

- wssulusunsuuazfaan: wisulnalusinsufnfsssuuUgURnIsaz ko UNGIATY
HIS saudelnatuiinnsaean (Configuration) ¥e4 Server Wy 1@ IP Address,
Hostname, wag@nsn151154

3. MINAULAZAARITZUU (System Restoration)

- fiasaseuuUuRng: Ands OS vuwpIewltelval nioumvuarAsewALeY
[

WA Patch N9MJUNInun

- finsagudeyanaz)Audaya: finde Database Management System (DBMS) uas

AU (Restore) grutouaangaanluddsosivasnsie (Offline Backup)

- finsaueundiaty HIS: AnAslusunsy HIS uasfmunrinsideuseguteyal
Fyuies.



4. Msnadeuuazilaltau (Testing & Go-Live)

- MAABUTEUY: nadauNsviunelussuu HIS wasn1siweulesiussuuniguen
(i ey, Wiesen 1av) wWeliiulaindeyagndesuazsyuuyinnulaund

- udAnavUsznidldanu: Wetuladsvuundunldaulaasuiiu Wigusmsewda
nsUaldeu wasudsbigldnunsuienduanldaussuy HIS auund

- hsede uhseimsvihanuvesszuvegilndianaenisgau iensiadulymi

£

91N
5. M3uuazUFUUTe (Post-Incident Review)

- Youdayadounda: iidwihinvsedeuleudeyanduiinlilunyssilounseany

naungsyuu HIS

- JPTWIMIEIMA: IV Root Cause Analysis (RCA) lVBMAMATNILIAIIBINTT

TauAnazyal Ny

- ITIBNURAZUIMUIBITL: 90911 Incident Report UaghdaguIvg TIud
gnumMiuakaineItes (WU nsuAuATeItaLAdIuYAAR) MNNUN1TTIIaTes

Joya

6.2 N3¢ Client fin Ransomware LLazLLW'ﬁL‘i’hgj Server
F3uRinveundn: Wwthidomaluladansauma
1. MINNAULAZNIIATIVEBU (Containment & Investigation)

- 19799U: AFIEDULAEUTUNTHIIFOUIINTEUUSNIANUADAAE WU
Antivirus, EDR (Endpoint Detection and Response) %#383UU SIEM (Security
Information and Event Management) ‘nuﬁﬂﬂ’]ilﬁﬂf\]’lﬂrgﬂ%ﬂ’lu

- STULATHENLATON AUMNLATEULATENUIIeNRnle Wl fanisieuse
3018 (Danany LAN/Ua Wi-Fi) votasosuuriud iedesiunisunsnszaievesdawis

lUgaAT098U 9 wag Server

- ATIFABU Server: ATIVFDUANIULNITVINNIUYBY HIS Server 0819818 Lagyin

NSARNUMT Malware nnUAISHNSNTEA1E TiALTunsiAusEUUmUTUABY 6.1

v A

Un
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2. MINAULATEINYIY (Client Restoration)

[
Y

v a . Y v a . Aa X I a
- 7191A384 (Reimage): dadayaluiasad Client NAAWBVIIVLALALFHAGAY
szuuUfUamsivd welvwilaidawisgnindneewauysal
- dUwnszuulesiu asrvapuLazdUWnsEUY Antivirus/EDR UuLA3e Client 1)
wsadlusotnalndullagiu
3. Mytesiuuazidsyiamauiiameg (Prevention & Monitoring)

- numuulguiganudasndie: nunukarySulseuleutenisdrsesteys, uleuy

a

AT MSHANIY, WazdN5N15KDeA38%Y

- Tanudueanns: dneusdlianuuniyaainsinesiunistesiu Ransomware
wazfeAnAundlEiuesagesieLiies

- fse T e Tan1svina uvesssuueIaneLa Server ag19bNATA LaMN5I9IU
ANURAUNAN D1 ARTUDNLUB LA



6.3 Flow Chart wiun1snAudaya
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WHURal 1 A5l HIS Server gnlaualagnss



( ATIINUNISLAURA )

A

[

ANULAEH IIVEDU

o o HIS Server wunng
WHUHIN 1 . _
LN TN ISANE UBINALLYS

AAWATBIgNU1e (Client)

Y

Joanunazeiseis

( AuganIzuIung )

LEURSY 2 n5ad Client Am Ransomware

Y o
7. UNUINLASTKRUIN

- I IT/IT Security: finthfinanlun1snsidy, Anu, AAUSEUU Server, AnA3 Patch/EDR uag

AATIIA NS

- Whinyswdeu: dnthndansduinteyasevineszuuay uaziuilnveunisleudeya

gouvaudlasyuunauu gy

¢ A Y agy = A o v o v Y
- LNVIE/NYUNE: u%u’]m‘iﬁL’NﬁgLUEJUﬂiS@’]‘ULW@iﬂU’]%U'JEJLLag‘UigﬁWUQWUﬂ‘ULQWMU'TV]L’JGU

seou

- Juims: Inihsedulalunigingd wu n1sUseneld DR Site WseMsudamthisnunguen
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